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Executive Summary  

In creating a facial recognition simulation, it was discovered that the procedures planned 

before-hand wouldn’t work for beginners. The project was created on Starlogo nova instead, to 

create the amount of initial false facial identifications. We used three types of algorithms, which 

are: texture based, feature based, and appearance based. We got into specifics, using 

Geomertrical Features and Local Feature Analysis for Feature based algorithms. Independent 

Gabor Features and 2D-log Polar Gabor Transform and Neural Network was used for the 

Texture based algorithm. For Appearance based algorithms, we used  Half-face based algorithm 

and Eigen-eyes based algorithm. Different variables were used as well, such as having hair 

covering the face, facial hair, wearing glasses, wearing a hat, wrinkles, and plain faces. 

Researching all the types of algorithms, it was found that in some situations the vital part that an 

algorithm uses can be covered, dragging down the effectiveness of an algorithm. 
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Body of the Report 

Technology has been advancing in the world the past few years and will keep advancing 

as the years go by. One example of these advancements is facial recognition technology. The 

world relies on facial recognition, whether it be to unlock your phone or catch a criminal. 

Although, this technology with its advantages also has some drawbacks. According to recent 

studies, it is said that facial recognition is accurate 30-80% of the time. (Macdonald, 2016) But 

what about the remaining 20%? Based on those studies, facial recognition has many factors 

affecting its accuracy. (Watman, 2017) These factors include location of facial features and 

blockage of these features. With so many drawbacks, can we rely on facial recognition? If we are 

able to gather quantitative data on how these factors affect facial recognition, then we will find 

the accuracy of facial recognition as well as if it is reliable because facial recognition is relied on 

too much. In finding the accuracy of facial recognition, we hope to enhance this method for more 

accurate and reliable methods for the future.  

In order to complete this project and get accurate results, we had to do lots of research. 

Facial recognition is a broad subject with many different methods and affecting factors. In doing 

research, we gained information of the different methods of facial recognition. In order to 

complete this project, we had to narrow it down to six: geometrical features, local feature 

analysis, independent gabor features, 2D-log polar gabor transform and neural network, half face 

based algorithm, and eigen-eyes based algorithms. The next limitation was our database used, 

Starlogo Nova, which limited how many factors we could incorporate into our project, it slowed 

down as we added more. Another limitation would be that we chose a complex topic, while 

being complete beginners. We had to learn about both how to code in starlogo nova as well as 
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learning about facial identification algorithms. We could only do so much within the amount of 

time we were given. The way we made the code was that we could only gather the initial false 

identifications, but we didn’t have time to code the ability of the algorithm to re-check a face. So, 

the graph only increases, instead of providing the success results after seeing a face. 

Coding the program, it performed an initial incorrect identification rate. We learned about 

different types of facial recognition algorithms, we chose ones that were easiest to understand. 

We also learned that each algorithm is very complex, each one having intricate equations. 

Starlogo nova didn’t allow us to input the equations, so we used percentages from studies 

conducted in the past. Using the percentages of false identification rates, finding multiple for one 

variable, we averaged them out. After entering them in we found that some algorithms were 

worse than other algorithms, they had a steep line, which showed that they were wrongly 

identifying them more. In the end, we found that texture-based algorithms worked better than the 

other algorithms. 

The conclusion we got was that for the initial false identification rate was that texture –

based algorithms, specifically Independent Gabor Features, worked the best. Overtime, it worked 

better because the amount of initial wrongs rose slowly. Meaning that it would get things wrong 

less than the rest of the ones we tested. While we began the simulation IGF remained accurate, 

being the lowest to the bottom. Having lower incorrect identifications rates from the variables 

that we tested, we discovered that for facial recognition Independent Gabor Features works best. 

Based on the limitations of our project, we have ideas on what we can do better. Instead 

of using Starlogo nova, we could use a more complex program, such as Python. Learning about 
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Python over the summer, then beginning a project would be easier because we would be already 

informed about how to perform commands and run the code. For the types of facial identification 

algorithms, there are hardly any articles that give the kind of data we want, but as long as we 

begin looking for resources over the summer as well we could find reliable information. Finally, 

for using Python and coding problem we could ask someone that specializes in Python for help. 

Starlogo nova slowed down as we added more factors until we were able to minimize the amount 

of commands we used, at the possibility of Python also lagging, we should have a Python mentor 

to help keep lag to a minimum. 

We would like to acknowledge our mentors, Mrs. Geizi Dejka and Mrs. Dena Burgert. 

They helped us throughout this project, from giving advice to pushing us to finish this project. 

We would also like to acknowledge Dr. Cameron Cooper who took time out of his day to teach 

us more about facial recognition. Lastly, we would like to thank Ms. Jennifer Cordova for giving 

us advice and resources to enhance our project. 
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